**Прокурор разъясняет: Уголовный кодекс РФ дополнен новым составом преступления, касающимся защиты персональных данных граждан**

Федеральным законом от 30.11.2024 № 421-ФЗ в Уголовный кодекс РФ внесены изменения, касающиеся защиты персональных данных граждан.

С 11.12.2024 начинает действовать статья 272.1 УК РФ, предусматривающая уголовную ответственность за незаконные использование и/или передачу, сбор и/или хранение компьютерной информации, содержащей персональные данные, полученной незаконным путем.

За совершение таких действий грозит наказание до 4 лет лишения свободы.

Если такая компьютерная информация содержит персональные данные несовершеннолетних или биометрические данные, либо если указанные преступные действия совершены из корыстной заинтересованности, с причинением крупного ущерба, группой лиц по предварительному сговору, организованной группой, с использованием своего служебного положения или они повлекли тяжкие последствия ответственность подлежит усилению.

Максимальным наказание за подобные действия является 10 лет лишения свободы.

В случае последующих передачи компьютерной информации, содержащей персональные данные, либо ввоза на территорию РФ или вывоза с территории РФ носителей такой информации может быть назначено наказание до 8 лет лишения свободы.

Уголовная ответственность по данной статье наступает также:

* за создание и/или обеспечение функционирования информационных ресурсов (сайта в сети «Интернет», информационной системы, программного обеспечения), предназначенных для незаконного хранения
* и/или распространения компьютерной информации, содержащей персональные данные, полученной незаконным путем.

Такие действия наказываются лишением свободы на срок до 5 лет.